**海南仙盾科技开发有限公司**

**2018年招聘启事**

一、公司简介

海南仙盾科技开发有限公司是一家快速成长起来的高科技信息安全专业公司，致力于成长为中国领先的信息安全产品和服务解决方案提供商。公司主营业务涵盖大数据安全以及应用安全、移动互联网安全、智慧城市安全等，包括安全态势感知、威胁情报分析、攻防实战培训、安全技术研究、产品研发、产品及服务综合解决方案提供等。目前，公司凭借强大的网络安全平台，赢得了客户的信赖，承接了相当数量的政府涉密业务，是当地政府、军工、公检法司、运营商、金融能源、财税审计、教育医疗、互联网等行业值得信赖的网络安全首选品牌。

公司十分重视对员工的关怀，这既包括对员工生活的关怀，同样也包括对员工的未来发展的安排。我们注重对员工的未来投资，通过对员工开展技能培训，增强员工竞争力。因为有着完善的机制，可靠的保证，才能在当今网络安全的洪流中立足并飞速发展。

**二、职位信息**

**（一）渗透测试工程师**

**职位描述：**

负责跟踪业界安全漏洞动态，进行安全漏洞分析、研究与挖掘；对系统进行风险评估和恶意代码分析；承接站点和内网渗透性测试项目，完成渗透测试、编写渗透测试分析报告并给出安全加固方案等。

**职位要求：**

1. 对网络安全有浓厚兴趣；熟悉渗透测试的步骤、方法和流程。熟悉使用主流渗透测试工具如metasploit，Kali、BT5等；
2. 熟悉内网渗透及防护的常见手法，具备大型内网的安全加固、网络梳理、调查分析及应急响应能力，善于发现并防护钓鱼、木马及社会工程学攻击；
3. 有一定代码编写能力，掌握至少一种编程/脚本语言，能够进行恶意代码检测及分析；
4. 在知名的漏洞提交平台上提交过高质量漏洞，或在知名网站、论坛、杂志上发表过安全类文章的优先考虑；
5. 工作地点：海口、成都；

**职位薪酬：**年薪税前15万以上。

**（二）软件开发工程师**

**职位描述：**

负责最新的安全漏洞研究，最新安全动态的跟踪与探索；负责病毒样本的收集、分析和分类，并根据客户的要求撰写病毒分析报告；根据客户的授权，进行涉密安全产品的开发和更新；参与公司各产品的技术设计、开发、测试，维系公司安全产品的竞争力。

**职位要求：**

1. 熟悉网络体系结构、协议及信息安全理论知识。
2. 至少熟悉但不限于C/C++、C#、java、Python、PHP等常用编程语言两门以上，熟练常用数据库的使用，知晓常用的win32 api及消息机制。
3. 了解系统底层的实现原理，能读懂反汇编代码；了解Windows内核常见数据结构及安全机制。
4. 具备一定逆向能力，有Windows木马、病毒相关研究经验，熟悉其实现原理，有过shellcode开发、pe加密解密压缩、免杀、感染等代码的分析经验，在“吾爱破解”和“看雪”等安全论坛发表过原创文章的优先。
5. 工作地点：海口、成都。

**职位薪酬：**年薪税前15万以上。

**三、薪酬及福利待遇**

**（一）试用期员工待遇**

试用期1至3个月，根据初试情况核定试用工资，试用人员月工资6000元起。试用人员在试用期满后，视试用期间的工作能力、工作态度及任务完成情况，我公司将重新核定正式薪酬，具体工资金额经双方共同商议后再定。

**（二）正式员工待遇**

1. **工资、奖励及五险一金**

正式员工待遇由“基本月工资”、“项目奖金”及“年终奖”三大块构成。基本月工资8000-20000不等，项目奖视个人研发成果及发挥作用情况而定（具体金额可由5000元-10万元不等），年终奖视员工全年工作态度、工作成绩及团队总体成绩而定（一般不低于两个月工资）。同时，公司将参照当地有关标准为正式员工缴纳“五险一金”。

1. **其他福利**

1）每天工作七小时，周末双休，严格执行国家有关节假日的放假规定，加班按国家规定发放加班费或调休。

2）每年的元旦、劳动节、端午节、国庆节、中秋节、春节六个传统节日发放过节费。

3）每年全额报销1次往返探亲机票。

4）员工连续工作1年以上的，享受带薪年假，严格按照国家相关规定执行。

5）优秀员工奖励每年1次的国内旅游。

6）每个项目组每月均有数额不等的小组活动费用于娱乐休闲，公司不定期组织聚餐及其他团体活动。

7）鼓励员工参加在职学历学位教育学习，并为优秀员工报销一定比例的学费。

**四、联系方式**

联系人：陈先生 联系电话：131-9898-5613

简历投递邮箱：2918588955@qq.com